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1. Does the tool facilitate the registration and management of an organization’s logical, physical 

and virtual Configuration Items (CIs)? For example, services, systems, hardware, software, 
documents, virtual machines, etc. 

Comments: Yes. CENTRE includes a configuration management data base where configuration 

items are organized, defined, stored, and managed. 

 

 
 

2. Does the tool facilitate the recording of user definable CI attributes? 

For example, serial number, version, and location attribute. 
Comments: Yes. CENTRE maintains CMDBs for all defined contract vehicles, including 

relationships, life cycle summaries and cost data for each CI.  

 

Contract Asset 

 
 

Relationships 
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CI Attributes including serial number, asset tag, location, and configuration (version). 

 
 

3. Does the tool facilitate the control of attributes through role based security and business rules? 
Comments: Yes. CENTRE maintains user groups with specific privileges. For Configuration 

Items, on ''Edit'' present the user with a screen that requires the entry of a valid and approved 

Change request before edits can be made to the record. Preserve the user entry and the changes in 
a historical log 
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4. Does the tool facilitate the automated validation of CI data through use of data validation and 

reconciliation techniques? E.g.: Enforcement of standard naming conventions and reconciling 
federated data sources. 

Comments: Yes. CENTRE performs edit checks to ensure the validation of a configuration item.  

Dropdown window selections enforce standard naming conventions throughout CENTRE.   

Additionally, during the registration of an incident, CI information is compared to the CI data. 
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5. Does the tool facilitate the establishment of user definable relationships between CIs? For 

example, parent/child, peer-to-peer, upstream/downstream, installed on, hosts, etc... 
Comments: Yes. CENTRE permits a table-driven creation of CI relationships.  

 

Relationship User Definable Table 

 
 
CI Relationships 

 
 



Service Asset and Configuration Management Assessment 

Integration Technologies Group (ITG) ITIL V3 Service Asset and Configuration 

Management Assessment 

 Robert R. Vespe               Page 6 of 19 

 

 

6. Does the tool support user defined CI lifecycle status management? 
For example, planned, ordered, under development, in test, implementation, production, in 

repair/maintenance. 

Comment: Yes. CENTRE Configuration Items may contain user definable lifecycle status. 
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7. Does the tool facilitate role based access to the CMDB for read, write, and modify activities? 

Comments: Yes. CENTRE provides role based system-wide access for read, write and modify 
activities. CENTRE security provides for “view” rights at the page/screen level, and “write” 

authorization at the field level. 

 

 

 

 
 
 

8. Does the tool facilitate the recording of CI baselines or historical information? For example; 

reverting to a previous version of CI Configuration in the event that a Change fails. 
Comments: Yes.  The baseline information is maintained within the CI record.  The configuration 

entry area can contain as much information as one needs to fully define the baseline.  As changes 

are made to the baseline configuration, they are recorded cyclically into the Asset Log file.  All 
changes and previous configurations may be viewed. Further, by selecting CI Log a user can see 

all the events that transpired during the lifecycle of the CI. 

 

 
 

                                   There are two previous CI modification  
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9. Does the tool support data federation and reconciliation with other data sources within the 

Configuration Management System? 
Comments:  Yes.  CI items may be associated to other items by matching the CI dependencies. 

 

Microsoft Essentials to gather and match and verify LAN data 

 

Dependencies 

 
 

 
 

 
 



Service Asset and Configuration Management Assessment 

Integration Technologies Group (ITG) ITIL V3 Service Asset and Configuration 

Management Assessment 

 Robert R. Vespe               Page 9 of 19 

 

CI’s reference by Change management may include other associated CI’s.  

 
Change Record CI List with associations depicting two Server CI’s 

 
 

 

 

 

 
 
10. Does the tool facilitate the verification of the CI data with the actual physical environment by 

automated or manual means? For example, the use of Systems Management tools to validate real 

time vs. static information. 
Comments:  Yes.  CI data can be queried, sorted, filtered, and exported for verification purposes 

by using the ad-hoc reporting system.  Additionally, during the recording of an Incident, the CI 

location, equipment manufacturer, model, serial number, and other data can be confirmed and 

verified for accuracy.   
 

Ad-hoc Report Generation 
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Inspection and Verification during Incident Recording 
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11. Does the tool facilitate the linking of CI records to source content residing in the Definitive 

Media Library. 
Comments: Yes.  This function is facilitated by identifying the CI’s name and location pointer to 

the definitive Media Library.  RFC’s pertaining to this CI will maintain the linkage and library 

infomation for CI matching and updating. 

 

 
 

 
 

 
 

 

 
 

CI 
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12. Does the tool provide flexible management reports regarding CI inventory, asset and financial 

information to facilitate Configuration audits? 
Comments:  Yes.  Flexible management reporting can be accomplished via the Ad-hoc reporting 

system.   In this example, the Contract CI’s, SLA, and Dependency information may be 

interrogated. 

 

 
 
 

INTEGRATION CRITERIA 

 

Terminology 

1. Does the tool's use of terms and definitions align with ITIL terms and definitions? 

Comments:  Yes. 
 

 

Incident Management 

1. Does the tool facilitate the integration and association of CMDB data with Incident records? 
Comments: Yes.  CMDB data is integrated with the Incident Record. 

 

Incident record with CMDB data. 
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2. Does the tool facilitate Incident Management in providing business criticality and impact 
indicators of failed CIs for classification of Incident records? 

Comments: Yes.  When an incident is opened, the CI’s Urgency, Impact, and Priority 

values are populated into the incident record.  These values are modifiable on the 

Incident record. 

 

Incident Record: 

 
 

CI Record 

 
 

Problem Management 

1. Does the tool facilitate the integration and association of CMDB data with Problem 
Management records?  

Comments: Yes.  Problem management records maintain Incident record identities which identify 

associated CI’s.  
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Problem Record with links to the Incident 

 
 

Incident Record with links to the CI 

 
 

CMDB integration may be directly applied to the Problem Record. 
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2. Does the CMDB facilitate proactive Problem Management by identifying infrastructure 

components that are problematic or unstable? For example, does CI status accounting provide 
information about weak or maintenance prone Configuration Items? 

Comments:  Yes.  Using an ad-hoc report on the CI historical log files, one can obtain 

summary information pertaining to the stability of CI’s. 

 

Ad-hoc Report item selection 

 
 

 

Using this ad-hoc report which was exported to Excel, the user can sort and manipulate 

the data. 
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Change Management 

1. Does the tool facilitate the integration and association of CMDB data with the Change 
Management records? 

Comments:  Yes.  The RFC includes the ability to validate and include the affected CI’s. 

 
Change Record 

 
 
View CI’s Linked to RFC 

 
 

View of an Integrated CI  

 
 

Add CI’s to the Change 

 
Checkbox Appropriate CI’s to Add 
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2. Does the tool facilitate the assessment and approval of Change requests by providing 
information on impacted CIs? 

Comments: Yes.  All affected CI’s are identified and may be viewed from the change request 

record.  The dependencies may be viewed as well. 
 

View CI’s Linked to RFC 

 
 

View of an Integrated CI  

 
 

 

3. Does the tool prevent changes from being made to the IT environment without authorization 
via Change Management? For example, CIs which are in a locked status due to month end 

schedules or controlled attributes which require a change record relationship for update. 

Comments: Yes.  Modifications to CI’s require that changes affecting these items must be marked 

as ‘approved’.  CI’s are in an un-modifiable state until RFC’s are approved. 
 

 

 

 
 

 

Modifications may not be made to a CI record until all RFC associated to this CI are approved. 
(This feature is selectable on the contract record) 

 

 



Service Asset and Configuration Management Assessment 

Integration Technologies Group (ITG) ITIL V3 Service Asset and Configuration 

Management Assessment 

 Robert R. Vespe               Page 18 of 19 

 

 

4. Does the tool facilitate the identification of different RFCs that pertain to the same CIs? 
Comments:  Yes.  Viewing the ‘Edit CI RFC’ screen will identify RFC’s that pertain to the same 

CI. 

 

Edit CI RFC 

 
 

Also, An ad-hoc report can produce a listing of all change record CI’s.  This report identifies all 

RFC’s that pertain to the same CI. 

 

Output of ad-hoc Report 

 
 

This example identifies CI # 175108 as referenced in RFC # 5 and # 8. 

 
 

 OPTIONAL CRITERIA 

1. Does the tool provide a form of (graphic) display to show the relationships between CIs? 
Comments: No. 

 

2. Can Configuration Management information be used to automate the updating and 
provisioning of the live environment? For example, integration with software Release packages 

for software or virus definition updates. 

Comments: 

 
3. Does the tool facilitate the automated discovery and re-establishment of relationships when CIs 

are added, deleted, or updated? 

Comments:   
 

 

 

 
 

 

Organization Name  Integration Technologies Group, Inc. 
Brand name of Product CENTRE (Common ENTerprise, REsource, system) 
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